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Anomauin. Y cmammi poszensinymo 0cobaugocmi OYiHIOBAHHS PUBUKIE 6
cucmemi ynpaeniHHs HQOPMAYIUHOW 0Oe3neKor NIONPUEMCME 6 YMO8aX
3POCMAHHS 6NIUBY 308HIUUHIX 3a2p03. 30IUICHEHO AHAI3 CYUACHUX NIOX00i68 00
iOenmugbixayii pusukie ma OYIHIOBAHHS IX 6NAUGY HA (DYHKYIOHYSAHHS
nionpuemcma y yughposomy cepedosuwyi. Haoano xapaxmepucmuxy npoyecy
CMBOPEHHS 36€0eH020 PeECmpy aKmueie i pusuKie, wjo eKuoYac ioenmugika-
yiro aKmueis, 6U3HAYeHHs UMOGIPHOCMI peanizayii 3azpo3, OYIHIOBAHHS
nomenyiliHux 30umKie NIONPUEMCMBA Ma OOYUCTEHHS DI6HSA PUBUKY 3
BUKOPUCMAHHAM Mampuyi pusuxie. B ocnogy memoouku nokiadeHo cucmemy
eKCNepmHUX OYIHOK, U0 OONOBHIOEMBCA KibKICHOIO WKANO0T0 OJi 8USHAYEHHS
Kpumuunocmi pusukie. IIpiopumesayilo pu3ukie 30iUCHEHO 3 YPAXYBAHHIM
pisns 30umkie i docmynnocmi pecypcie na ix 06pobky. Hagedeno xkpumepii
0NA  YXBANEHHA pileHb Wo000 NOO0ANbUI020 VNPAGNIHHA PUSUKAMU —
npuuxsamms, 00poodxa, yHuxkHenHst abo nepedaua. OOIPYHMOBAHO He0OXiO-
HICMb PO3POOKU NAAHY 00POOKU PUUKIE 3 0emaNi3ayiero HeoOXIOHUX 3ax00I8,
8I0N0GIOANLHUX OCIO, MEePMIHIS, gUMpam [ KOHMPOJLbHUX NOKa3HuKie. Ocobu-
8y ygazy npuoineHo npoyedypi OOKyMeHMY8AHHS KOXCHO20 emany, 8KI0Yaoyu
NPUTHAMMA OCIATMOYHUX PUSUKIB, Y3200)CEHHA 3 GIACHUKAMU MA NEPioOuY-
HUll nepeaisio peccmpis.

Kniouosi cnosa: ingopmayiiina oOesnexa, ingopmayilini axmueu, pusux-
MeHeOddcMenm, OYIHIOBAHHS PU3UKY, 00pOOKA pU3uUKie, NIONPUEMCIBO,
yugposizayis.

IMocTtaHoBKa mpodaemMu. Y cydacHHX yMoBax Hu(poBizallii 0i3HeCy MiANPUEMCTBA
CTUKAIOTHCA 3 Jiefami OiIbIIOI KUTBKICTIO 30BHINIHIX 3arpo3 iHpopMariifHiii 6e3mneri, mo
MOXYTh NPU3BECTH JI0 3HAYHUX (PiHAHCOBUX BTpaAT, IOPYLICHHS HENEPEepBHOCTI Oi3Hec-
npoueciB, BrpaTH KoHpigeHUiiHoi iHdopmanii Ta pernyTtamiiHux pusukiB. Tpaguuiiini
miaxomu A0 3a0esnedeHHs iHGOpPMAIHHOT OE3MEeKH BUSBIAIOTHCS HEAOCTATHIMH 0e3
CHCTEMHOT'0 YIIPaBJIiHHS PU3UKaMH, 10 repeadayae ix ineHTH(ikarito, KUIbKICHy OLIHKY Ta
o0rpyHTOBaHy 00pOOKYy. BinCyTHICTh UITKMX METOJMYHHX 3acall OI[IHIOBAaHHS pPIBHSI
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PH3HKIB, 0COOIMBO y KOHTEKCTI 30BHIITHIX Kibep3arpo3, yCKIAIHIOE PONeTypy IPUHHATTS
pIIIeHb MO0 AOUIIBHOCTI pO3pOOKH 1 peamizallii HU3K{ 3aX0JiB, CIPSIMOBAHUX Ha 3aXUCT
iH(opMalIii Ta po3MoAiT HAIBHUX PECYPCIB.

Haii6inem edhekTuBHUM y 1iii cdepi € BUKOPUCTaHHS PEKOMEHIAIii, BUKIAJACHUX Y
MixkHapoaaomy ctanaapti ISO/IEC 27001:2022, skuii 3a6e3nedye CTpyKTypOBaHy MOJETh
BIIPOBAKEHHS, (DYHKIIIOHYBaHHS, MOHITOPHHTY Ta yIOCKOHAJIEHHS CHCTEMH YIIPaBIiHHSI
inpopmaniiiHoto 6e3nekoto (CYIB). IIpore, He3Bakatoun Ha HasBHI 3arajbHi BUMOTH, Ha
MPAKTHUII JOBOJI CKJIATHO aJaNTyBaTH I MOJOXKCHHS 10 peallii Ta MoTped KOHKPETHOTO
HiANPUEMCTBA, OCOOJIMBO IIO/0 OLIHIOBAaHHS Ta NpiOpUTE3allii PU3MKIB 3 ypaxyBaHHAM
cnenu(iku 30BHIINHIX 3arpo3. TakuM YHHOM, aKTyaJIbHUM IHTAHHSIM € CTBOPCHHS
MPO30POro, aAaNTHBHOTO AITOPUTMY OLIHIOBAHHS PHU3HUKIB, 110 YMOKJIMBHUTE (hopMaltizanito
MIPOIIECiB MPUUHATTS PillleHb, TUTAHYBAaHHS 3aX0/1iB 3 00pOOKY PU3HKiB, & TAKOXK 3a0€3MIEIUTh
BiIMOBiAHICTP MignmpueMcTBa nojoxkeHHsM [SO/TEC 27001:2022 Ta 1oro 1oAaTKiB.

AHaJIi3 0CHOBHMX J0CTixKeHb i myOJikamii. [IpobnemaTrka ynpaBiiHHS pU3HKAMHU
iHopMaIiiftHOT Oe3MmeKr B yMOBaxX aKTHBi3allii 30BHINIHIX 3arp03 HUHI MIHPOKO TOCIiIKY-
€THCS HAyKOBIIIMH, a TAKOX € OTHHUM 13 BaXXJIMBUX aCIHEKTIB, 10 BUKIAICHI ¥ MPAKTHIHUX
pPEKOMEH/IAIlIIX MIKHAPOTHUX CTaHAapTiB. KIFOYOBUM HOPMATHBHHM JOKYMEHTOM Y ITii
coepi € ISO/IEC 27001:2022 [12], mo BU3HAYAE BUMOTH 10 CTBOPCHHS, BIPOBAKCHHS,
HIiATPUMKH Ta ocTiiiHoro ynockoHaneHHs CYIb. Y HoBil peaakuii craHiapTy 3HaUHY yBary
NPUIICHO OLIHIOBAHHIO PHU3UKIB, Y3rOPKCHOCTI 3aX0[iB OE3MEKH, a TaKOX IUKIIYHOCTI
HpoLecy NPUHAHATTS PIlIeHb Y KOHTEKCTI PU3UK-OPIEHTOBAHOTO MiIXOY.

VY mpansx HayKOBIIIB aKIICHTOBAHO yBary Ha Pi3HOMaHITHUX MiX0Jax 10 KiIbKICHOT Ta
SKICHOT OLiHKY pu3uKiB. Tak, y gociimkenni M. Whitman ta H. Mattord [9] oOrpynToBana
HEOOXiTHICTh 3aCTOCYBaHHsI OaraTopiBHEBOI MOENi YIPaBJIiHHA PHU3UKaMH, IO BKIIOYAE
ineHTH]IKAIiI0 aKTUBIB, 3arpo3 Ta BU3HAYCHHS WMOBiIpHOCTEH iX peaimizamii. ¥ HayKOBHUX
poboTtax R. Baskerville Ta M. Siponen [ 10], BUBYaIOTECSI MUTAHHS €KOHOMITHOI TOIITBHOCTI
BIIPOBADKEHHS 3aX0JiB OE3MEKH 3 TO3MIIil ONTUMI3alii BUTPAT 1 3HWKESHHs TOTEHITIHHUX
30UTKIB. Y BITYM3HSHIN HAyKOBiH JiTepaTypi 3HAYHUI BHECOK y BHBUCHHS MPOOIECMATHKH
OIIIHIOBaHHS PU3WKIB Ha MiAMPUEMCTBaX 3poOwan aociigauku Bacumrok B. f., Kmumuank
C. O., Onemxo T.I., Boiiko FO.I1., [Tanuenko B. A. [5; 7; 8]. Ciix 3a3Ha4UTH, 10 Y CYy9aCHUX
YMOBax BaroMOr0 3HAYEHHS TaKOXX HaOyBae MOIIYK MOXIHBOCTCH IHTETPYyBaHHS Pi3HHX
METOJMK OIIHKH PH3HMKY, BpPaxOBYIOUM OCOOJMBOCTI mOOymoBH Oi3Hec-mporeciB
nixnpueMcTB Ta cdepy nisuibHocti. Haykosa npaus Kapnosuu 1., I'magkoi O., byxano 1O.
[6] BMimye OOrpyHTYBaHHsS MAOLIJIBHOCTI 3aCTOCYBAHHS IIOJIOKEHb Teopii rpadis, 1o
MOEHAHI 3 EKCIIEPTHHUMHM METOJaMH JUIsl OI[IHIOBAHHSA 1 aHali3y MOXMJIMBHX DPH3HUKIB
iH(opMaIiifHOT O€3MEeKH i AMPUEMCTB.

BoaHouac, O1UTBITICTE JOCIIHKEHb 30CepeHKEeHI IEPEBAKHO Ha 3arajibHUX MiIX01ax 110
VIPAaBIiHHSA PU3UKaMH a00 OKPEMHX HampsMax, TaKUX SK ayJIuT, TOJITHKA Oe3NeKd 49u
IHIIMICHT-MEHEDKMEHT. HetocTaTHRO BHCBITIIGHUMH 3aJMINAIOTHCS MHTAaHHS MPAKTHIHOT
peaizariii oniHroBaHHs pu3uKiB BinmosigHo 10 ISO/TEC 27001:2022 y KOHTEKCTi 30BHIIIHIX
3arpo3. CbOrojHi akTyaJbHUMH € NUTaHHS (opMaiizalii eKCHepTHUX OLIHOK, BIIPOBa-
JUKEHHSI KpUTEPIiB IpiopuTe3anii Ta opraHisauii Mpoueaypy y3rokeHHs 1 00poOKH pU3HKiB
Ha piBHI mignpueMctB. Otmxe, icHye morpeba y CTBOPEHHI HPaKTHKO-OPi€HTOBAHOI
METOJIMKH, 10 yMOKJIMBUTH iHTerpyBanHs Bumor ISO/IEC 27001:2022 y BHyTpiluHi 6i3Hec-
NPOLIECH MiAPUEMCTBA Ta 320€3MeUYNTh BIANOBIAHICTh MIXKHAPOJAHUM CTaHAAPTAM 1 peasIbHy
e(EeKTUBHICTb Yy MPOTUAIT 30BHIIIHIM 3arpo3am.

IMocTaHoBKAa 3aBJaHHS. 3BaXKAI0UH HA aKTYaJTbHICTh IPOOJIEMHU YIIPABIiHHS PU3UKAMH
iHdopmMariiftHOi Oe3nmekr, a TakoXX HEOOXITHICTh amanTallii MiKHApOIHOTO CTaHAApTy
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ISO/IEC 27001:2022 [12] mo mpakTUIHOI AiSUTBHOCTI MiAMIPHUEMCTB, METOIO JTAHOTO JOCIi-
JOKEHHS € YAOCKOHAJICHHS MPOIIeIypH OIIHIOBAHHS, 30KpeMa, BCTAHOBJICHHS IIPIOPUTETIB Ta
06pobka pusukis y CYIb.

s mocsirHEeHHS MeTH HEO0OX1/THO BUPIIINTH HU3KY 3aBIaHb: BU3SHAYUTH OCHOBHI THUITH
30BHIIIHIX 3arpo3, siKi € HaWOUIBIT BarOMUMHM JIJIS TTiIPUEMCTB Ta OIIHWUTH iX BIUIMB Ha
aKTUBH 1H(MOPMAIIMHOT CHCTEMH; YJIOCKOHAIUTH METONHMKY KiTbKICHOTO OIliHIOBaHHS
PU3MKIB Ha OCHOBI €KCHEPTHOTO BM3HAYECHHS HWMOBIPHOCTI 3arpo3 i MOXIIMBHX 30HTKiB;
OOIpyHTYBaTH JOLIJIBHICTh BUKOPUCTAHHS MAaTpHI PU3UKIB Ta KPUTEPIiiB IS NPUUHATTS
pilleHp mOM0 iX OOpOOKH; PO3KPHUTH CYTHICTH IpiOpUTE3allil PU3MKIB 3 ypaxyBaHHSIM
JOCTYITHOCTI pecypciB 1 KPUTHYHOCTI BIUIMBY; BM3HAUUTH IPOLEAYPY AOKYMEHTYBaHHS
pe3yJbTaTiB OLIHIOBAaHHSA Ta OOPOOKHM PHU3MKIB JUIS MOJAIBIIOTO ayIUTy, NMEperiigy Ta
YXBJICHHS PillleHh KEPIBHUKAMU IiIPUEMCTB. Peairizallisi MocTaBJIeHUX 3aBAaHb CIPSIMO-
BaHa Ha 3a0e3MeYeHHs NMPAKTUYHOTO BIIPOBAPKEHHS BUMOT MIKHApOJHOTO CTaHAAPTY y
JUSTBHICTD MM AMPUEMCTB, TTiABUIICHHS PiBHS iHQOpMaIiiHOT O€3MEeKH Ta ONTHMI3aIliIo MPo-
1IeCy YIpPaBIiHHSA pU3UKaMHU B YMOBaX MOCTIHHIX 30BHINTHIX 3arpo3.

MeTtoau aocaigKeHHsl. Y TPOIECi MOCHIIHKSHHS BUKOPHCTAHO KOMIUIEKC METOJIB,
CIIPSIMOBAaHMX Ha CUCTEMHHU aHAJI3 Ta MPAKTUYHY Pealli3alliio MpOoIeCiB yIpaBIiHHSI PU3H-
kamu iH(opMmauiitHol Oe3reKu BiANOBIIHO 10 BUMOI MixHapoaHoro cranaapty ISO/IEC
27001:2022. 3okpema, aHalli3 HOPMATHBHO-IIPABOBOI Ta METOAMYHOI 0a3u, BKIIOYAIOYH
nonoxenHs cranaaptis [SO/IEC 27001:2022 ta ISO/IEC 27005 - mis BU3HAYCHHS BUMOT
JI0 OLIHIOBAaHHS PU3UKIB, KOHTPOJIIO O€3MEKH Ta yJNOCKOHAICHHS HPOLEIYPH NPUHHATTS
pIlIEHb 1010 PU3HKIB; METOJI CUCTEMHOT'O aHANI3y — JJIsl BAOKPEMIICHHS KIIIOYOBHX €TaIliB
npouecy ympaiiHHS pusukamMu B CYIb, BcTaHOBIEHHS B3a€MO3B’SI3KIiB MK aKTHBaMHU,
3arpo3amMu 1 TOTEHI[IHHUMY HACTiAKaMHU 1HITMACHTIB, METOJ EKCIEPTHUX OIlIHOK — JIJIs
BH3HAYEHHS WMOBIPHOCTI peai3allii 30BHINTHIX 3arpo3 Ta MOXJIMBUX (PiHAHCOBHX 30WTKIB.
3aydeHHs1 eKCIepTiB 3abe3mneduye OIIHIOBAHHA CYO0’€KTHBHHX XapaKTEPUCTHK, SKIO
BIJICYTHI JOCTOBIPHI CTaTUCTHYHI JIaHi; BUKOPUCTAHHSA MAaTPHIN PU3NUKIB — s (hopMalri-
3aIlil pe3yJIbTaTiB €KCIIEPTHOTO aHaJi3y 32 JOIIOMOTOFO IITKAT IMOBIPHOCTI Ta IIIKOJIH, 110 1a€
3MOTY pPO3paxyBaTH piBE€Hb PHU3UKY; KacTepu3allis Ta pPaHXKyBaHHS PH3UKIB — IS
3IifiCHeHHs IIpiopuTe3alii PU3MKIB HA OCHOBI IX KPUTHUYHOCTI, IOCTYHHOCTI pecypciB Ha
00poOKy Ta BIAMOBIHOCTI KPUTEPISIM NPUHHATHOCTI PU3HKY.

Buxuian ocHOBHOT0 MaTepiany AocaixkenHsi. Busnauenns ta ananis pusuki y CYIb
MiANPUEMCTBA, OCOOJIMBO Yy KOHTCKCTI 3OBHIMIHIX 3arpo3, € KPHUTUYHO BaXKIIMBOIO
HpOLETyPOIO 1Sl 3a0e3NeUeHHS 3aXUCTy KOH(1IeHIIHHOCTI iHpOopMallii, TOTpUMaHHS TPUH-
IIUTIB IUTICHOCTI 1 IOCTYITHOCTI JaHUX. Y CHINIHICTh PU3HK-MEHEIKMEHTY Y cdepi iHpopma-
HiHOTO 320€3MeUeHHs YIPaBIiHHA 3HAYHUM YHHOM 3aJIS)KHUTh BiJl TAKUX CKIIAIOBUX:

- cBo€dYacHa igeHTH(dIKAIlis TOTSHIIHHUX 3arpo3;

- OIIIHIOBAaHHS BIUTUBY 3arpo3 Ha OKpemi Oi3Hec-Tporecu Ta (yHKI[IOHYBaHHS IifI-
MIPUEMCTBA 3aTaJIOM;

- BUW3HAYCHHS HMOBIPHOCTI HACTAHHS CHUTYAaIlii, 0 MOXE MPU3BECTU 10 (DiHAHCOBUX
BTpAT;

- po3po0OKa 3axo[liB, CIIPSIMOBAHKUX HA 3MCHILICHHS PH3HKIB.

O1iHIOBaHHSI PM3HUKIB, SIK NPaBHJIO, BUKOHYIOTH y4yacHMkH PoGodoi rpymu CVYIb.
PesynbraT poOOTH DOKYMEHTYIOTBCSI Y BUIVISAII OKPEMOI'O PEECTPY PHU3MKIB (3BEICHUI
peecTp PHU3HUKIB 3 OLIIHKAMH 1 IpiopuTeTamu). J{jist MiATOTOBKY 3BEICHOTO PEECTPY PU3HKIB
HEOoOX1THO CKJIaCTH 3Be/ieHy (opMy, L0 BMIIY€E aKTUBH 1 pU3UKH iHPOpMaLiifHOi Oe3mekn
(Tabmwms 1):
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Tabauys 1

3BeneHa popma peecTpy aKTHBIB i pu3nkiB iHdopmauiiinoi Oe3nexkn®

Indopmanis nas
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*ﬂofcepe/zo: cucmemamu3zoeano aemopamu

JIs mpoBeNCHHS BiNMOBIMHUX PO3PaXyHKIB HEOOXiTHO 3HATH JBI 3MiHHI BEIHMYUHH:
IMOBIpPHICTh 1 30UTKH. BU3HAYEHHS IMX CKJIAOBHX MPOBOIHUTHCS METOIOM CKCIEPTHHUX
OIIiHOK. J1J1s1 3HIDKCHHS OXHOKH, [0 MOXKE BUHUKHYTH Y 3B 53Ky 3 BHKOPHCTAHHSIM METOLY
EKCIIEPTHHUX OIiHOK, JOIIJIFHO BUKOPHCTOBYBAaTH METOJIWKY BHOOpPY BapiaHTIB, HaBeIEeHY
awx4e (Tabmwmi 2, 3):

Tabauys 2
BusnauyenHs iMoBipHOCTI HACTAHHS PU3UKOBOI MOAii*
ImoBipHicTB Yucaose
Onnc
BHHHKHEHHS 3HAYEHHS
SIKII0 MaroiMOBIpHO, IO ISl PU3UKOBA MO MOXKE BinOyTHCS
Jy>xe HU3bKa o 1
(<5%)
Husbka SIkiio pu3mMKoOBa MoJisi, NIBHIIIE 33 Bee, He HacTane (5-20%) 2
SIK110 IMOBIPHICTh HACTaHHSI PU3UKOBOI MOAIT ocuTh Baroma (21-
Cepenns o 3
40%)
Bucoxka Slkio pusuk HaliMoBipHiLIe pearizyeTbest (41-60%) 4
yxe BUCOKa SIkiio pusHK HaeBHO peamizyerbes (> 60%) 5

*ﬂofcepe/zo: cucmemamu3zoeano asmopamu

OI1iHIOBaHHS PU3HKY 3IHCHIOIOTH 32 (OPMYIIOHO:
Pusux = Imosipnicme * 36umox (1)

Sk BiKe 3a3HAYANOCs, BaXKJIMBHM €TAllOM B OLIHIOBAaHHI PH3HKIB iH(MOpMaIliitHol 6e3-
HEKH € IX NpiopuTe3ais, 0 Big0yBa€eThCsl HA MiACTaBl KDUTUYHOCTI PU3HKIB Ta 3aJICXKUTh,
B IIEpIIy Yepry, BiJ BEJINYMHH 30MTKIB. SIKIIO OJHOYACHO BUHHMKAIOTh PU3MKH, 10 MAIOTh
OJTHAKOBE YHCJIOBE 3HAYCHHS, IEPIIINM 00pOOIISIOTH TOW, 3HAUEHHS 30MTKY SKOTO BHIIIC.
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Tabauys 3
BusnayeHHs1 BILIMBY PU3HKOBOI N0Aii Ha (piHaHCOBI pe3yabTaT (MOTEHNiHHI 30MTKH)
niANpHEMCTBA
IoTenuiiinmit q q q YucioBe
Onuc BBy Ha iHaHCOBI pe3yIbTaTH MiINPHEMCTBA
30UTOK 3HAYEHHS
Jyxe Hu3pkuil  |BrumuB Ha ¢iHAHCOBI pe3yIbTaTH HiIPHEMCTBA HE3HAUHUI 1
. BruuB Ha (iHaHCOBI pe3yJbTaTH MiANPHEMCTBA HE HAJTO
Huszpkuit N ¢ pesy p A 2
CYTTEBHI
Cepenniit CyTTeBuii BIUTMB HA QiHAHCOBI PE3yIBTATH MiAMPHEMCTBA 3
N Brutus Ha (iHaHCOBI pe3yJIbTaTH MiAIPHUEMCTBA 3HAYHUI
Bucoxkuit ¢ pesy AP ’ 4

MOX/IMBE BUHUKHEHHs (hiHaHCOBOT KpH3U

PyliniBHMI BIJIMB Ha (QiHAHCOBI pe3yJIbTATH iIPHEMCTBA,
Jyxe Bucokuil  |3HauHi (hiHAHCOBI 30MTKH, MOPYIICHHS (hiHAHCOBOI PiBHOBArH, 5
110 MOXE 3T0JIOM NPU3BECTH JI0 OAHKPYTCTBA
*Dicepeno: cucmemamu308aHo agmopamu

Tako>k BArOMHM acIieKTOM € JIOCTYITHICTh pecypciB Ha iX 00poOKy, 30KpemMa, BCTaHOB-
JICHHSI MEHIIOTO IpiopuTeTy 00poOIl pU3MKy 3 OUIBIIMM 3HAYEHHAM 30MTKIB, SKIIO Ha
JIAaHUI MOMEHT pecypcH Jutsl oro o0poOku BiacyTHI. Ha ocHOBI ux (akTopiB BU3HAYAIOTH-
Cs1 KpUTEpii JUIs OI[IHIOBAHHS 1 MPUHHATTS PU3HKIB.

Tabauys 4
KpuTrepii 1J191 oniHloBaHHS Ta NPUAHATTA PU3UKIB*
3HaueHHs
Jii 3 puzukoM
PU3HKY
1-9 Pusuxu npuiimaloTsesi, 00poOka He moTpidHa

10-16  |Pusuku o6poOIIsIOTECS 32 HAsIBHOCTI pecypciB i 3a pimennsM Pobouoi rpymu CYIb
20-25  |Pusuku 0O6poOISIOThCS B 00OB'SI3KOBOMY TIOPSIIKY
*Dicepeno: cucmemamu308aHo agmopamu

Jlsa ciporieHHs poriecy po3paxyHKy PH3HKiB HEOOXiTHO BHKOPHCTOBYBATH MATPHIIO
JUTS BU3HAYCHHS PU3UKY, HaBeleHy y TaOmumi 5: 1ocTaTHBO BU3HAYMTH iMOBIpHICTE 1 30H-
TOK, TIICIISI YOTO 3HAYCHHS PU3UKy OyAe OTpMMAaHO Ha MEPETHHI BiAMMOBIAHOTO CTOBMII i
psinka.

Tabauys 5

Busnauenns pusuky *

Hy»xe BUCOKa 5 10 15 ‘
Bucoka 4 8 12 16
Cepenust 3 6 9 12 15
Husbka 2 4 6 8 10
Jly>xe HU3bKA 1 2 3 4 5
ImoBipHicTh
Ily)Ke. Hesnauni Cepenni Bucoki Jy>ke BUCOKI
3ouricn |THIPKE

*,ZI.’)IC@]JQJZO.' cucmemamu3zoeano asmopamu
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TakuM 9uHOM, 3a pe3yJbTaTaMH TPIOPHUTE3alii PU3HUKIB B 0OOB'I3KOBOMY TOPSIKY
3MIMCHIOETHCS Y3TO/DKCHHS 3BEJCHOTO PEECTPY aKTHUBIB 1 PH3HKIB BiJINOBIAALHUMU
ocobamu 1 0hOPMITIOETECST OKPEMUM JOKYMEHTOM.

Pu3uku, 3a SKAMH TPUHAHATO PIMICHHS MPO HETMPUHHATTS 3aXOMdiB, 3aHOCITHCS Y
«ITonoxxeHHS PO MPUHHATTS OCTATOYHUX PU3UKiB». Lleil MoKyMeHT GOpMYIOTh YIaCHUKH
Po6ouoi rpynu CYIb Ta y3romxyioTs 3 BlacHUKaMu pu3ukiB. [Ipu odopMieHHI pe3ybTaTiB
NPUHHATTS OCTATOYHUX PU3UKIB MOKe OyTH oOpaHa ¢opma, HaBeneHa y Tabnumi 6:

Tabauys 6
®opma 3BiTY NP0 NPUHHATTA 0CTATOYHUX PU3MKIB TA IUIAHY Aill 11010 pearyBaHHS HA HUX*
Pusuk o Pusuk micis
XapakTepucTika| MPUAHATTS . XBaJICHHS
P p P . [Tnan pobit y .
PU3HKY 3aX0/IiB, 3aXO0/IiB,
3HAYCHHS 3HAYCHHS .
Amnaniz
[+
> s 5| 882 o = >| pesyis-
9 %) < = H = & 9
A Elmpso| =288 = 2 = | rarus-
Sle| E|8555| 5858 |2| 22| B« :
o 218l alcagze|l 528 S |E|l 8|5 2| 5| & Hocri
ol = T = X = E\© 5 Q % = = s | .2 = = .
Z E = Tl 8 & - =R s 2| Bl = = | 3axomdiB
o 2lE| E|o=2E| 2558|868 8| &|&|E
clom| e 2 = 8- m s 0L a =l 3|18 s|R| 5
s S| Ev 88 5.8 & & oA = =
= s | E 2 S % =) 5 9 = — <
o8 gl EgRE 2 Z
%) S 2 5 g S )

*,ZZ.’)IC@pQﬂO.‘ cucmemamu3zoeano asmopamu

3azHaynmo, 1o ¢opMa «3BiTy NMPO NPUHHATTS OCTATOYHHX PH3HKIB» MOXKE OyTH
JIOBLIBHOIO, OJTHAK Ma€ 00OB'SI3KOBO BMIIIlyBaTH HACTYITHI aTpUOYTH:

- [Ipiopurer;

- XapakTepucTuka pusmuKy;

- [IpyunHa npURHATTS PU3UKY.

[TpuiHATTA OCTaTOYHMX PHU3MKIB 3IIMCHIOETBCS Ha OCHOBI «3BiTY NP0 BHKOHAHHS
IaHy oOpoOKH PU3UKIBY» 3a pe3ysIbTaTaMM aHali3y CUTyalii KepiBHUKaMU MiANPHEMCTBA.

BucHOBKH Ta mepcrneKTHBH MOJAJBINNX JOCHITKEeHb. Y pe3ysbTaTi NPOBEICHOTO
JOCJIIJPKEHHS yJIOCKOHAJICHO IPOLEAYPY BU3HAYECHHS Ta OLHIOBAHHS PU3UKIB y CHCTEMI
yIpaBiiHHS iHPOPMAaIiiHOI0 OE3MEeKOI0 MiNPUEMCTBA 3 ypaxyBaHHSIM BUMOT MIKHApOJHO-
ro cragmapty ISO/IEC 27001:2022. BukopucTaHHs Ha IPAKTHIN MaTPHII PU3UKIB, TOOYI0-
BaHOT Ha OCHOBI €KCTIEPTHUX OIIIHOK, 1a€ 3MOTY KE€piBHUKAM ITiAMpUEMCTBA (hopMaizyBaTH
MPOIeC MPUUHATTS PillleHb, €(PEKTUBHIIIE PO3MOMUIATH PECyPCH Ta alanTyBaTH MOJITHKH
0e3MeKn 10 KOHKPETHUX YMOB, y SKHX IMPAIIOE MiAMPUEMCTRO, 110 BUKJIMKAHI 30BHIITHIMH
3arpo3amMu.

[TepcieKTHBY TOAABIINX JOCII/DKEHb TOJIATAIOTh B YIOCKOHAJIEHHI TEXHIYHOTO
IHCTpyMEHTapilo I aBTOMAaTH3alii MpOLEAypH OLHIOBAaHHS DH3UKIB BIANOBIAHO 10
00paHoi MoJielli; pO3LUIMPEHHI METOIMKH 3 ypaxyBaHHSIM He(iHaHCOBUX HACIiAKIB, 30KpeMa
3a HasBHOCTI peryTaliiiHuX, IPaBOBHX, ONIEPALiIHUX PU3HKIB; aAanTarii MoJei 10 raiy3e-
BOi crieru(iky, a TaKoX 1HTErpawii MiAXoay 10 PU3HK-MEHEIHKMEHTY 3 1HIIMMU MiICUCTe-
MaM{ ympasiiHHA mianpueMmctBoM: I[T-aynurom, OesmepepBHicTio 6i3Hecy (BCM) ra
IHIMACHT-MEHEPKMEHTOM.
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O1iHIOBaHHS Ta YIPABIIHHS PU3UKaMHU 1H()OpMALIHHOT OE3IIEKH € HEBII'€MHOIO YaCTH-
y

HOTO cTparerii 0yIb-AKOTO MmianpueMcTBa. Pearmizamis 1uX mporeayp Ha HAJIEKHOMY piBHI
Jla€ 3MOTY MiHIMi3yBaTH HETaTHUBHI HACIIAKW 30BHINTHIX Ta BHYTPINIHIX 3arpo3, 3abesre-
9yIO4H CTa0UTbHY poOOTY KOMMaHii Ta 3aXUCT ii KPUTUIHO BXIMBHUX akTHBiB. OTpuMaHi
pe3yJIbTaTH MOXKYTh OyTH BUKOPHCTAHI SIK OCHOBA ISl BIPOBAKCHHS 200 yIOCKOHATICHHS
CVYIb Ha mimmpueMcTBax sl 3a0€3MEeUeHHs BiTIOBIMHOCTI MiKHAPOJHUM BHMOTaM IO
3axHCcTy 1H(opMaLil B yMOBaxX JUHAMIYHOTO 30BHILIHEOTO OTOYCHHS.

10.
11.

12.

ITpo ocHoOBHI 3acay pO3BUTKY iH(pOpMaIiiHOrO cycmiiabcTBa B YKpaini na 2007-2015
poku. 3akoH Ykpainu Bix 9 ciuns 2007 poky. Ne 537-V. Binomocti Bepxosnoi Panu
VYkpainu. 2007. Ne 12. Cr.102.

IIpo indopmariro. 3akon Ykpainu Bimx 2 xoBTHA 1992 poky Ne 2657-XII. URL:
https://zakon.rada.gov.ua/laws/show/2657-12#Text 9. (nata 3BepHenHs: 21.06.2025).
IIpo 3axmcr iHdopmamii B iH(OPMAIHHO-TEICKOMYHIKAIIIMHAX CHUCTEMaX. 3aKOH
VYxpaian Bix 5 mumHS 1994 poxy. Ne 80/94. URL: https://zakon.rada.gov.ua/laws/
show/80/94-%D0%B2%D1%80#Text (nata 3BepHenHs: 22.06.2025).

ApxuroB  O.€, Apxwunosa €.0. IlomoxenHs mnpo iHdopmauiiiny Oe3nexy B
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Abstract. The article examines the features of risk assessment in the information
security management system of enterprises in the context of the growing impact of external
threats. An analysis of modern approaches to identifying risks and assessing their impact on
the functioning of enterprises in the digital environment is carried out. A description of the
process of creating a consolidated register of assets and risks at the enterprise is provided,
which includes identifying assets, determining the probability of threat realization, assessing
potential losses, and calculating the risk level using a risk matrix. The methodology is based
on a system of expert assessments, supplemented by a quantitative scale to determine the
criticality of risks. Risks are prioritized taking into account the level of potential losses and
the availability of resources for their processing. Criteria for making decisions on further risk
management are given - acceptance, processing, avoidance or transfer. The need to develop
a risk processing plan with a detailing of the necessary measures, responsible persons,
deadlines, and control indicators is substantiated. Particular attention is paid to the procedure
for documenting each stage, including the acceptance of final risks, coordination with owners
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and periodic review of registers. It was determined that after a detailed risk analysis, it is
necessary to develop and implement an action plan to reduce them and compare the obtained
risk values after the implementation of measures. It is important to describe the risk treatment
actions, identify employees responsible for the implementation of risk reduction measures,
establish deadlines for the plan implementation and calculate the cost of work. Based on the
analysis of the report on the implementation of the risk treatment plan, enterprise managers
consider possible scenarios and make decisions. Thus, this approach is aimed at
systematizing the information security management process and maintaining transparency in
decision-making regarding cyber risks at the enterprise level for the further formation of a
strategy for protecting information resources, taking into account external cyber threats.

Keywords: information security, information assets, risk management, risk assessment,
risk processing, enterprise, digitalization.
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